
 

 
   

 
 
 

Data Protection Policy 
 
To provide our services properly we’ll need to collect information about your personal and financial circumstances. 
We take your privacy seriously and will only use your personal information to deliver our services.  
 
Processing of your personal data is necessary for the performance of our contract for services with you. Generally, 
this is the lawful basis on which we intend to rely for the processing of your data. (Please see the reference to special 
categories of data below). Our policy is to gather and process only that personal data which is necessary for us to 
conduct our services appropriately with you.  
 
We adopt a transparent approach to the processing of your personal data. Sometimes, we may need to pass your 
personal information to other organisations. If you apply to take out a financial product or service, we’ll need to pass 
certain personal details to the product or service provider.  
 
We may engage the services of third-party providers of professional services in order to enhance the service we 
provide to you. These parties may also need to process your personal data in the performance of their contract with 
us. Your personal information may be transferred electronically (e.g. by email or over the internet) and we, or any 
relevant third part, may contact you in future by what we believe to be the most appropriate means of communication 
at the time.  
 
The organisations to whom we may pass your details also have their own obligations to deal with your personal 
information appropriately. Sometimes a product or service may be administered from a country outside Europe. If 
this is the case, the firm must put a contract in place to ensure that your information is adequately protected.  
 
As part of this agreement we’ll ask you to consent to the transfer of personal information in accordance with the 
protection outlined above.  
 
Special categories of personal data: there are certain categories of personal data that are sensitive by nature. The 
categories include: data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade 
union membership and data concerning health. Depending on the nature of the products and services that you 
engage with us for we may need to obtain your sensitive personal data particularly in relation to health. Our policy is 
that should we require any special category of personal data we will only gather this with your explicit consent.  
 
Finally, we are required by the anti-money laundering regulations to verify the identity of our clients, to obtain 
information as to the purpose and nature of the business which we conduct on their behalf, and to ensure that 
the information we hold is up-to-date. For this purpose, we may use electronic identity verification systems and 
we may conduct these checks from time to time throughout our relationship, not just at the beginning. Once 
completed, the verification will leave a soft print on your credit file. 
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